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Energy Management

IF-RE-130a.1

/esg/environmental#1
/esg/environmental#1
/esg/environmental#1
https://www.sasb.org/standards/
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Climate Change Adaptation

IF-RE-450a.1 Area of properties located in 100-year 
flood zones, by property subsector

/esg/resources/tcfd-index-2023.pdf
https://investor.crowncastle.com/static-files/2fc46809-e5c3-40a0-9d48-a25f597bbdec
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 Environmental Footprint of Operations

TC-TL-130a.1 (1) Total energy consumed,  
(2) percentage grid electricity,  
(3) percentage renewable

Crown Castle’s energy consumption for 2022 was 804,039 
gigajoules. In 2022, we sourced ~114K MWh of renewable  
energy, representing ~68% of our total 2022 annual  
electricity utilization. The remaining ~32% was grid  
electricity.

Environmental priorities

Data Privacy

TC-TL-220a.1 Description of policies and practices 
relating to behavioral advertising and 
customer privacy

Behavioral advertising and customer privacy are not  
applicable to our business.

 

TC-TL-220a.2 Number of customers whose information 
is used for secondary purposes

Customer information is not used for secondary purposes.

TC-TL-220a.3 Total amount of monetary losses as  
a result of legal proceedings associated 
with customer privacy

In 2022, we did not incur any material monetary losses  
as a result of legal proceedings associated with customer  
privacy. 

Data Security

 TC-TL-230a.1 (1) Number of data breaches,  
(2) percentage involving personally  
identifiable information (PII),  
(3) number of customers a�ected

(1) There were no material data breaches in 2022.
(2) Not applicable.
(3) Not applicable.

 

TC-TL-230a.2 Description of approach to identifying 
and addressing data security risks,  
including use of third-party  
cybersecurity standards

Our comprehensive information security program is geared 
toward both raising awareness of cybersecurity threats and 
reinforcing a culture of security-sensitive end users. We have 
a dedicated team of information security professionals. Our 
Enterprise Security committee, comprising senior leaders 
across various functions at the company, is charged with 
evaluating current and evolving cybersecurity threats and 
best practices and formulating a strategy for addressing 
critical data security issues. We drive improvement in our 
program’s performance by conducting ongoing vulnerability 
assessments and continually testing and adjusting for newly 
emerging threats.  

Cybersecurity

Information Security Policy

Product End-of-life Management

 TC-TL-440a.1 (1) Materials recovered through  
take-back programs, percentage  
of recovered materials that were  
(2) reused, (3) recycled and (4)  
landfilled

This disclosure is not relevant to our business as we do  
not sell physical products.

TELECOMMUNICATIONS CONTENT

/esg/environmental#1
/esg/governance#9
/pdfs/information-security-policy.pdf
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Competitive Behavior & Open Internet

TC-TL-520a.1 Total amount of monetary losses as a  
result of legal proceedings associated 
with anticompetitive behavior  
regulations

In 2022, we did not experience any monetary losses as a  
result of legal proceedings associated with regulations  
relating to anticompetitive behavior.

TC-TL-520a.2 Average actual sustained download 
speed of (1) owned and commercially 
associated content and (2)  
non-associated content

This is not applicable to our business model.

TC-TL-520a.3 Description of risks and opportunities  
associated with net neutrality, paid  
peering, zero rating and related  
practices 

Crown Castle remains neutral with respect to the repeal  
of net neutrality.

Managing Systemic Risks from Technology Disruptions

TC-TL-550a.1 (1) System average interruption  
frequency and (2) customer average 
interruption duration

This is not applicable to our business model.  

TC-TL-550a.2 Discussion of systems to provide  
unimpeded service during service  
interruptions

/esg/governance#8


/esg/environmental#7
/esg/governance#6


/esg/resources

